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Note from the Editor:
This paper assesses the Department of Justice’s authority under the Foreign Corrupt Practices Act. As always, The Federalist Society takes no position on particular legal or public policy initiatives. Any expressions of opinion are those of the authors. The Federalist Society seeks to foster further discussion and debate about the FCPA. To this end, we offer links below to different sides of this issue and invite responses from our audience. To join the debate, you can e-mail us at info@fed-soc.org.

Related Links:
• The United States Department of Justice, Foreign Corrupt Practices Act: http://www.justice.gov/criminal/fraud/fcpa/
• The FCPA Blog: http://www.fcpablog.com/

Passed in 1977, the Foreign Corrupt Practices Act ("FCPA") set out to achieve a laudable goal: to prevent U.S. companies and persons, when conducting business abroad, from corrupting the governments and people they meet. And who can argue with the notion that U.S. companies should not corrupt the governments of countries where they do business or worsen the prospects for citizens of countries whose governments are already corrupt? Unfortunately, that unobjectionable vision has virtually disappeared in a miasma of aggressive prosecutions by the Justice Department—with $2.95 billion in penalties collected since 2009.¹ The FCPA is almost never litigated in court. Public companies are the typical FCPA target, and such defendants are rarely positioned to litigate criminal charges,² or even risk indictment, given (among other things) the substantial risk of federal contract debarment in many industries.³ The same is often true for individuals, most of whom face substantial prison time if convicted and who are thus unwilling to hang their hopes on uncertain interpretive arguments. As a result, the FCPA has had almost no judicial oversight, with the result that corporations trying to comply with its mandates find they are fighting corruption in the dark, their quest for standards confined to making mitigation arguments in prosecutors’ offices.

This has enabled the FCPA’s enforcers, the Justice Department, and the Securities and Exchange Commission, to “win” most FCPA cases through plea bargains or settlements, in which regulators set the terms, and into which regulators import their capacious constructions of the FCPA. This regulatory latitude has, in turn, transformed the FCPA into a catch-all for illicit conduct abroad, no matter how removed the target of the enforcement action is from the underlying offense. As Professor Mike Koehler has put it, “the FCPA means what the enforcement agencies say it means.”⁴ This expansion in statutory scope has led to an explosion in FCPA enforcement by DOJ and the SEC, with an 85% jump in 2010 over the previous year.⁵ The statute has truly become the twenty-first century weapon into evils”—wherever they may be—“and, upon discovery, correct them.”⁶ And rove they do. Of the ten highest FCPA
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fines since the statute was enacted, nine were imposed on non-U.S. companies.\footnote{7}

In our view, these expansive interpretations and aggressive FCPA enforcement actions stray far from the FCPA’s basic purpose: preventing corruption and bribery. It is largely pointless to punish corporations whose executives, for example, had no knowledge of misconduct occurring at a subsidiary, perhaps prior to its acquisition, or that had programs and policies designed to prevent the very conduct that took place. Such enforcement actions do not deter because a corporation cannot be deterred from doing something it did not set out to do in the first place. Instead, such enforcement punishes companies’ management for not correctly anticipating the prosecutor’s latest theory about the reach of the FCPA. This places U.S. corporations at unease by subjecting them to the possibility of large, unforeseen civil and criminal penalties for conduct they are often powerless to define and therefore powerless to prevent.

We believe, however, that these problems could be mitigated, and the FCPA strengthened, by a few relatively simple fixes. Because the FCPA will never be heavily litigated—it thus depriving the courts of the opportunity to clarify its murky text—Congress must speak clearly about what conduct does and does not violate the FCPA. To make the FCPA stronger and fairer, Congress should:

1. Provide a compliance defense;
2. Clarify the meaning of “foreign official”;
3. Improve the procedures for guidance and advisory opinions from DOJ, and generally enable businesses to obtain guidance more easily;
4. Eliminate criminal successor liability for acquiring companies;
5. Add a “willfulness” requirement for corporate criminal liability; and
6. Limit a company’s liability for acts of a subsidiary not known to the parent.

We believe that these fixes would serve the interests of business and regulators alike. Increasing clarity would, among other things, promote DOJ’s stated goal of promoting corporate self-policing, and therefore self-reporting, in matters of corruption.\footnote{8}  

1. ADDING A COMPLIANCE DEFENSE

Currently, it is no defense to corporate liability under the FCPA that a company maintains a program, no matter how rigorous, aimed at ensuring FCPA compliance. This means that even if a company has extensive safeguards in place to prevent bribery abroad by its subsidiaries, its agents, and its subsidiaries’ agents, prosecutors can still hold the corporation liable if one of its agents evades those safeguards. We believe this adds unnecessary uncertainty and opens corporations to massive, largely unavoidable, liability, with few offsetting benefits. A statutory compliance defense would eliminate this uncertainty and, in our view, strengthen the FCPA’s regulatory effect.

It is true that regulators will “consider” the existence of compliance programs when negotiating penalties if an FCPA violation occurs despite the programs. As one senior DOJ official recently explained, “[w]e take it into consideration and review it, and it is a serious consideration. Over the last 20 years the Department has developed a series of broader factors that we consider that includes compliance, that includes cooperation and self-disclosure.”\footnote{9} But the scope and significance of that “consideration” varies from program to program and prosecutor to prosecutor, and provides no guaranty to the well-meaning corporation.\footnote{10} It is thus not clear “how to design a compliance program,”\footnote{11} or what value the program provides as a shield against liability. Such uncertainty leaves companies unsure how to manage corporate risk, with little offsetting benefit. While it is clear from the settlements reached in Siemens\footnote{12} and Daimler\footnote{13} that having little or no FCPA compliance programs puts companies at severe risk of prosecution, what about cases like Johnson & Johnson\footnote{14} in which an existing compliance program warranted “leniency” but not enough to avoid millions in fines and the forced adoption of even stronger compliance procedures?

Creating a compliance defense would help eliminate this uncertainty and concomitantly strengthen the incentive to adopt a robust program. Such programs could, in turn, ensure that corporations prevent bribery more effectively, and achieve the FCPA’s goal—eliminating bribery—with far fewer prosecutions and less expenditure of the government’s limited resources.\footnote{15} It is not unreasonable to require the government to prove as part of its case against a corporation that the corporation’s compliance mechanism was defective. The existence of an illegal transaction may well go a long way toward showing that. But if the act in question was committed by a rogue employee who evaded an otherwise well-crafted compliance mechanism, there is no good reason to punish the corporation.

Adding a compliance defense would also bring the United States in line with other countries. Both the United Kingdom and Italy have included compliance defenses in their respective bribery acts. The U.K. Bribery Act (“UKBA”), while making bribery by companies a strict liability offense, also includes an affirmative defense based on a company’s having in place “adequate procedures” to detect and deter bribery.\footnote{16} In 2011, the Secretary of State for Justice released a 43-page document listing the six guiding principles that a company must consider if it wishes to invoke the defense.\footnote{17} The six principles are 1) proportionate procedures; 2) top-level commitment; 3) risk-assessment; 4) due diligence; 5) communication (including training); and 6) monitoring and review. The Guidance further includes eleven case studies and suggestions for how to comply with each principle, and was accompanied by a Quick Start Guide to assist companies in structuring their compliance programs.\footnote{18} The Guidance is thus relatively comprehensive and helps enable corporations to protect themselves from antibribery liability in the U.K.

Italy affords a similar compliance defense. It enables a company to avoid liability if the company can demonstrate that, prior to the bribery, 1) it had an appropriate organizational and management program designed to prevent the underlying offense; 2) it created an autonomous body to supervise, enforce and upgrade the program; and 3) that autonomous body sufficiently performed its duties.\footnote{19}
U.S. sentencing law already applies similar considerations to companies, but only upon conviction. The U.S. Sentencing Commission has promulgated factors based on a company’s compliance efforts to consider in mitigation at sentencing for crimes committed under many statutes, including the FCPA. These factors include consideration of whether a company has installed a program that 1) promotes diligent investigation into whether criminal conduct has occurred, 2) establishes set standards and procedures to prevent criminal conduct, 3) dedicates staff to ensure compliance with the program, 4) publicizes the program, and 5) imposes penalties. These guidelines provide a useful starting point for crafting a compliance defense to liability.

Such a defense could be implemented in a variety of ways, but the most definitive would be for Congress to add the defense to the statute’s text, followed by the issuance of DOJ regulations to establish its contours. This would create a clear framework in which DOJ could develop a set of best practices, with assurance that all well-meaning companies would implement those practices. Rather than the current ad hoc system—in which companies try to come up with their own compliance programs from scratch and are left guessing about how those programs will be judged by law enforcement should a problem ever arise—DOJ could standardize prevention programs through regulation, and thus improve the quality of such programs everywhere. And besides, it should not be impossible for businesses to follow the law. Little is gained from imposing substantial fines on corporations for conduct they tried to prevent. Requiring DOJ to determine what works best to prevent bribery and then promulgate regulations codifying that determination will ensure that best practices are widely adopted and that corruption is in fact curtailed. It will also align American law more with that of the UK and EU members such as Italy, ensuring more consistent application of anti-corruption laws to multinational corporations. Such a system would yield better outcomes for all.

2. CLARIFY THE MEANING OF “FOREIGN OFFICIAL”

The FCPA prohibits bribing foreign officials. But it is often difficult to determine who constitutes a foreign official. In many countries, the biggest businesses are wholly or partly owned and operated by the government. A recurring question under the FCPA is when executives and employees at these foreign corporations are “officials” within the scope of the statute.

The FCPA defines “Foreign Official” to include “any officer or employee of . . . [an] agency, or instrumentality thereof.” So far, there has been agreement among the courts and DOJ that “instrumentality thereof” includes at least some state-owned entities.

That agreement has not extended, however, to the crucial question of how much state ownership is enough to constitute an “instrumentality.” DOJ appears to have taken the position that minority ownership, and possibly any ownership, is sufficient. For example, in *Kellogg Brown & Root*, DOJ alleged that a development company was an “instrumentality” of the Nigerian government because a state-owned oil and gas company held 49% of the stock in that development company—thus making it a partially-owned subsidiary of a separate state-owned enterprise. Lowering the bar further, in *Comverse Technology*, DOJ took the position that a Greek telecom company was a government instrumentality because the Greek government was its largest shareholder, possessing a third of the issued share capital.

Recently, courts that have considered the question of instrumentality have taken a less expansive view than DOJ. In *United States v. Carson*, the district court ruled on a motion to dismiss that whether state-owned companies qualify as instrumentalties under the FCPA is a question of fact, and looked to objective factors beyond monetary investment that might indicate that an entity is carrying out government objectives. Similarly, in *United States v. Aguilar*, the court, recognizing that “instrumentality” is not defined in the FCPA, looked to characteristics that fulfilled common definitions of “instrumentality” to determine whether the entity in question fulfilled the meaning of the statute. Together, the factors and characteristics set forth in these opinions should help DOJ and Congress draft guidance and amendments that would clarify the meaning of “instrumentality.”

In addition to taking a broad view of instrumentality, regulators likewise take an expansive view of who is an “official.” Both DOJ and the SEC consider all employees of an instrumentality—regardless of their position—“foreign officials.” This means that, in theory, payments to low-level employees (such as clerks, purchasing staff, spec writers) at an entity in which a foreign government has partial—even minimal—ownership could result in FCPA liability.

DOJ’s public statements on this point have been aggressive or smug, or both. An Assistant Chief of DOJ’s Fraud Section recently stated that “[i]t’s not necessarily the wisest move for a company to challenge the definition of “foreign official,” and that “[q]uihillbing over the percentage ownership or control of a company is not going to be particularly helpful as a defense.” Other DOJ officials have suggested that the solution is easy: just don’t pay bribes—a formulation more clever than intelligent that overlooks normal business expectations relating, for example, to arranging travel for customers to visit plants in aid of sales and to have moderate and reasonable entertainment upon their arrival, or to customs such as gift-giving to mark such personal events as births and weddings and the like. Even if this glib formulation were taken at face value, a company would be faced with the task of focusing its auditing resources so as to assure compliance, a task that cannot be waved off with the equally unhelpful suggestion to audit everything.

This is a problem that will only increase with the recent escalation in sovereign wealth investment, and it is thus ripe for a fix.

In our view, Congress could remedy the problem relatively easily by amending the statute. This would require no more than specifying a percentage ownership by a foreign government that qualifies a corporation as an “instrumentality” of that government. We believe that majority ownership is the most sensible threshold, but any bright-line rule would be an improvement. Likewise, Congress needs to define the term “official” to make clear who counts and who does not. The Head
Janitor is not the same as the Head of Global Purchasing, and the FCPA ought to reflect that reality. Corporations need to know when they are in FCPA terrain so they can structure their interactions and their oversight accordingly.

3. IMPROVE THE PROCEDURES FOR GUIDANCE AND ADVISORY OPINIONS FROM DOJ, AND GENERALLY ENABLE BUSINESSES TO OBTAIN GUIDANCE

The 1988 amendments to the FCPA required DOJ to consult with other public agencies and to hold a notice-and-comment period to determine whether further clarification of the statute was necessary for the business community. DOJ did hold a notice-and-comment period, but opted not to issue any guidelines. This decision may have been reasonable at the time, when the FCPA was, relatively speaking, dormant. But now that enforcement has exploded, guidelines are essential. As one author has put it, “[t]he lack of guidance to the regulated community is especially important now that the law has, in practical terms, changed.”

We are not the first to criticize this deficiency and, perhaps in response to such criticisms, DOJ has signaled plans to issue an FCPA guidance statement in 2012. Time will tell whether this “guidance statement” will be a comprehensive guide to complying with the FCPA that addresses the myriad deficiencies highlighted here, or simply a rehash of DOJ’s prior, vague pronouncements.

The 1988 amendments also require the Attorney General to answer within 30 days requests for opinions as to whether prospective conduct conforms with DOJ’s enforcement policy. If a favorable opinion is obtained, it entitles the opinion-seeker to a rebuttable presumption in any enforcement action that the conduct described in the request complies with the FCPA. But the procedure is cumbersome and untimely—many companies can ill afford the 30 days it might take DOJ to evaluate a transaction or other commercial venture, during which crucial efforts to negotiate and structure the transaction may need to take place. For this reason, and because companies fear the implications of a negative opinion for their future dealings with DOJ, the procedure is rarely used. To date, DOJ has issued only thirty-four opinions, and only eight in the last four years, despite increasing numbers of enforcement actions by the Department.

Apart from any guidance that DOJ might issue to explain its enforcement policy, Congress should provide a means for expedited review of DOJ opinions where commercial or operational circumstances warrant doing so, with a presumption that they do. We believe this is necessary for companies to be able to evaluate the viability of transactions in real time, and not be left guessing as to the outcome of concerns they have already identified and brought to DOJ’s attention. Such a process will make compliance easier for businesses and, in doing so, will avert future violations and enforcement actions.

4. ELIMINATE CRIMINAL SUCCESSOR LIABILITY FOR ACQUIRING COMPANIES

Currently, a company can be held criminally liable under the FCPA for actions by a company it acquires even if those actions took place before the acquisition and were entirely unknown to the acquiring company. Examples abound. For instance, in Saipem S.p.A. v. Department of Justice, a wholly-owned Dutch subsidiary of ENI, engaged in bribery over a ten-year period ending in 2004. Then, in 2006, two years after the bribery had ended, ENI sold Saipem to Snamprogetti, S.p.A. In 2010, Snamprogetti, ENI, and Saipem entered a deferred prosecution agreement based on Saipem’s conduct. The agreement held Saipem—the non-culpable acquiring company—jointly and severally liable for the $240 million fine imposed on Snamprogetti. By including Saipem in the deferred prosecution agreement, DOJ made clear that it was holding Saipem criminally liable for Saipem’s conduct on the basis of successor liability.

There is no statutory basis in the FCPA for criminal successor liability. DOJ’s theory thus appears to be based in common law successor liability theory, but successor liability’s common law foundation is murky. As one commentator has explained, “[t]he concept of successor liability has not been generally accepted in criminal prosecutions. It is the equivalent of creating a non-mens rea, strict liability offense, without criminal intent.” Precedent supporting such liability has, so far, generally been limited to the merger context where the bad actor has simply transformed itself into a new corporate entity.

In addition to having only a shaky foundation in common law, successor liability is in tension with the plain terms of the FCPA. The FCPA speaks in terms of current action. For example, “[i]t shall be unlawful for any person . . . to make use of the mails or any means or instrumentalities of interstate commerce . . . .” The statute gives no indication that any discrete FCPA violation is necessarily an ongoing offense, attachable to a successor.

This makes sense, of course, because criminal law exists to punish bad actors. It is a basic tenet of criminal law—embodied by the mens rea requirement fundamental to all but the most technical of criminal statutes—that companies, like people, should not be held criminally liable for the actions of others who act independently. But that principle does not currently apply to the FCPA. Indeed, DOJ’s strong position on successor liability likely exceeds even the bounds of civil successor liability, which turns on a complex analysis of a variety of factors, including whether the successor company agreed to assume liability, whether a merger or acquisition simply veiled a fraudulent effort to escape liability, and whether it is actually in the public interest to impose such liability.

DOJ may argue that successor liability is necessary and appropriate 1) to avoid circumstances where FCPA violation might go unpunished due to a corporate merger takeover or reorganization, and 2) because the gain to the prior company from illegal conduct is part of the value of the acquisition or the new relationship. With respect to the former, there may be some validity to DOJ’s argument in cases where a corporate restructuring results in the same company, run by the same management, with substantially the same shareholders or owners, and doing the same business under a different form. It has no validity when a merger or takeover results in a new board, new procedures, new management and even new shareholders who are unconnected to the prior company’s conduct. It is an
affront to due process to punish a non-culprit—an innocent party—simply to ensure that “no one goes unpunished.”

With respect to the second argument—that an acquirer somehow participates in, or ratifies, illegal conduct by a target merely by acquiring it—there may be some validity to the theory in individual cases, where the gain derived from bribes by the target formed the basis of the bargain between it and its acquisition or merger partner. It cannot be the basis of a general theory of successor liability, short of an impact on the transaction itself, where the acquirer had nothing to do with the prior conduct and the target may not even have been subject to the FCPA at the time.

The time has thus come for Congress to step in and set clear parameters. Major transactions are collapsing in the void. Congress should make clear that companies cannot be held criminally liable for the pre-acquisition conduct of an acquired company. If an acquiring company conducts reasonable due diligence, the acquiring company should be exempt as a matter of law—rather than through the gauzy and unpredictable standard of prosecutorial discretion—from criminal liability under the FCPA. In addition to eliminating instances where innocent companies are held liable for the crimes of others, eliminating successor liability will encourage acquiring companies to detect and self-report pre-acquisition violations by the acquired company. DOJ could then prosecute the actual wrongdoers.

5. ADD A “WILLFULNESS” REQUIREMENT FOR CORPORATE CRIMINAL LIABILITY

Individual defendants are criminally liable under the FCPA only if they act “willfully.” This requires the Government to prove that the “defendant acted with an evil-meaning mind, that is to say, that he acted with knowledge that his conduct was unlawful.” But no such limitation exists for companies. As it stands now, a company may be liable under the FCPA whenever an employee or subsidiary, or a subsidiary’s employee, violates the statute, regardless of whether executives of the company even know about the conduct, and contrary to evidence (compliance programs, training edicts, direct prohibitions) that the company may have opposed such conduct.

In addition to being in tension with the same basic principles we discussed above, this inconsistency compounds the other problems attendant to DOJ’s expansive interpretations of the FCPA. For example, DOJ has taken an aggressive view of the FCPA’s territorial reach. In addition to reaching U.S. companies or companies with stock traded on American exchanges, the FCPA extends to any person who “while in the United States, commits or conspires to commit any act in furtherance of” a bribery scheme. On its face, this provision appears to require that a person be physically present in the United States when using a means of interstate commerce in furtherance of the bribery scheme. But DOJ has rejected this interpretation. It instead maintains that “[a]lthough this section has not yet been interpreted by any court, the Department interprets it as conferring jurisdiction whenever a foreign company or national causes an act to be done within the territory of the United States by any person acting as that company’s or national’s agent.” DOJ has enforced the provision on that basis, which means that FCPA liability attaches whenever, for example, a person working for a non-U.S. subsidiary bribes a foreign official by wiring money through or from a bank account located in the United States.

DOJ’s view that the FCPA applies to anyone, anywhere, at any time, so long as there is even a tangential connection to the United States, and regardless of the intent of the parent company, demonstrates the dangers posed to U.S. and non-U.S. corporate parents by the absence of a willfulness element. A U.S. company or a non-U.S. company listed on a U.S. exchange is exposed to potential FCPA liability for, say, bribes made outside the United States by the non-U.S. agents of a tertiary subsidiary, in violation of the parent’s clear policies, and of which the parent had no knowledge. Indeed, the various actors in our hypothetical probably would not have even realized that U.S. law applied to their conduct. Nothing in the FCPA’s text or legislative history suggest that it was intended to have such sweeping application, which contradicts the DOJ’s own stated policy. That policy states that a parent is “liable for the acts of foreign subsidiaries where they authorized, directed, or controlled the activity in question.”

Congress should therefore extend the “willfulness” element to corporate liability. Doing so would ensure that innocent companies that were unaware of the offending conduct taking place, and that did not ratify it, avoid unnecessary liability, while giving corporate parents a stronger incentive to report wrongdoers at their subsidiaries. Under the current regime, even the most blame-free corporate parent would be leery of reporting misconduct by employees of a subsidiary. If non-willful companies were not liable, such reporting would likely increase, enabling regulators to better pursue the actual wrongdoers and to be more fully aware of patterns of actual wrongdoing.

6. LIMIT A COMPANY’S CIVIL LIABILITY FOR ACTS OF A SUBSIDIARY NOT KNOWN TO THE PARENT

Beyond a willfulness requirement for criminal liability, companies should no longer be held civilly liable for books and records misstatements about which they had no knowledge. The SEC currently enforces the FCPA as if it were a strict liability statute. Companies are held liable for the conduct of subsidiaries and subsidiaries’ employees even if the company had no idea that the conduct was happening.

Such enforcement actions are contrary to the language of the anti-bribery provisions, which require that a person act “corruptly” and give something of value “knowing” that all or part of it will result in a bribe. They are contrary to the intent of the FCPA’s drafters. And they are also contrary to the 1988 amendments, which tightened the mens rea requirement from “while knowing or having reason to know” to simply “while knowing.”

In effect, the current practice operates as a massive expansion of respondeat superior liability under the law of agency. Historically, a parent could not be held liable pursuant to respondeat superior unless it exerted such pervasive control over the subsidiary that the difference between the two entities was purely formal, or unless the parent exercised control over
the subsidiary's specific activity giving rise to the litigation. The current practice of charging nearly every company connected to nearly every bribe—regardless of control, involvement, or even knowledge—completely ignores these long-established limitations on liability. It is one thing to assume that a corporate affiliate, joint venture partner, or subsidiary acts as an agent of a U.S. company in the conduct of their joint business. It is quite another to assume that such a related company acts as an agent when paying unauthorized, and secret, bribes.

Here too, we believe Congress could make a quick fix. The simplest solution would be to add a subsection to the statute titled “respondeat superior” clearly explaining that liability does not attach to a corporate parent absent evidence that the parent's officers knew about its subsidiary's misconduct. Such a provision would make clear that the SEC cannot hold every entity in the corporate chain liable for unknown misconduct at a lower level. It would also, like many of our suggested reforms, eliminate the current disincentive on parent corporations to root out and report corrupt practices by their subsidiaries.

These suggestions are not meant to be exhaustive. The FCPA, while an important statute that has reduced corruption and helped improve business practices abroad, creates a complex regulatory framework, and there are many ways to improve it. What is clear, though, is that the FCPA is not going away anytime soon. It is an extremely broad, extremely powerful statute that enables DOJ and the SEC to extract billions of dollars in fines in well publicized cases against high profile defendants, many with no incentive or ability to fight back. When such as here, the incentive to prosecute is so strong, regulators hold all the cards, and the standards they apply are not transparent, it is imperative that Congress set clear boundaries. Such boundaries, and such clarity, will make the statute more predictable, will allow corporations an opportunity to comply, and will give corporations a clear framework for alerting regulators to misconduct abroad. Right now, corporations are fighting corruption in the dark, and it is up to Congress to shed a little light. We hope Congress acts soon.
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