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One of the most pressing criminal justice challenges 
facing the nation is reducing the incidence and 
prevalence of violent crime, the costs of which are 

incomprehensibly tragic, destructive, and far-reaching. Over 
the years, electronic monitoring has been a rising star in the 
criminal justice system. For nearly three decades, in fact, the 
technology has been used by correctional departments for 
supervising criminal offenders in a wide variety of settings.

Electronic monitoring’s most traditional application, 
however, has been to assure that provisionally released offenders 
comply with judicially-imposed conditions, such as confining 
a defendant to his residence during a specified period of time. 
Recently, Global Positioning System (“GPS”) technology has 
been employed to track domestic abusers and sex offenders, 
primarily to help ensure the safety of the community and/or 
the safety of former victims through enforcement of “exclusion 
zones,” areas within which the offender’s physical presence is 
prohibited. Even more recently, however, some jurisdictions 
have instigated pilot programs designed to combat recidivism 
in sex offenders.

According to the Bureau of Justice Statistics, a significant 
percentage of the general prison population is recidivist 
offenders. In fact, recidivists commit the majority of violent 
crime in the United States. Some studies of metropolitan areas 
suggest that as much as 70% of reported crimes are committed 
by felons with prior records.1 Against this unsettling backdrop, 
could GPS monitoring be expanded to cover a far broader 
scope of criminal recidivists to strategically reduce crime in 
our nation?

This article examines whether it might be possible to craft 
a comprehensive strategy designed to dramatically reduce crime 
by using advances in GPS technology to effectively eliminate 
the recidivist criminal’s ability to relapse into prior criminal 
conduct. Such a long-term strategic approach would implicate a 
number of constitutional and legal issues. However, if the legal 
hurdles can be overcome, such an innovative crime-reduction 
strategy might well be successful, particularly if it could integrate 
a number of other time-tested crime reduction strategies that 

criminal justice advocates have successfully employed. These 
strategies would support long-term, active GPS monitoring, 
and would include: crime scene correlation, active supervision, 
and community-oriented behavioral modification techniques 
such as restorative justice, a powerful program requiring 
criminals to interact with their victims and immediate social 
communities.

I. Conventional Methods to Control Crime Have 
Failed

Anyone who pays even the slightest attention to the 
evening news is aware that our criminal justice system is broken. 
The age-old solution of building more prisons and incarcerating 
more offenders with stiffer penalties has failed to stop a segment 
of our society from engaging in repetitive criminal behavior. 
Ironically, it seems that everyone understands the root causes 
of crime, yet, at the same time, we seem unable to do anything 
about it. The failure of our public schools to educate and the 
breakdown of the moral and family structure of society have 
combined to create cultural breeding grounds for crime. The 
results have been staggering. Pervasive cultures of crime now 
exist in many areas of the country which, once limited to the 
inner cities, have evolved and spread into other communities 
like a cancer.

Accordingly, it should come as no surprise that the United 
States has one of the highest per capita incarceration rates in the 
world.2 As reported by The New York Times in 2008, America has 
less than 5% of the world’s population but almost a quarter of 
the world’s prisoners, which equates to over two million people 
behind bars, more than any other nation on earth.3 In fact, the 
U.S. incarceration rate has almost doubled in each decade since 
1970, increasing, for example, from 135 per 100,000 residents 
in 1978, to 244 in 1988, to 460 in 2003.4

Based on these sobering figures, one would think that the 
crime rate would have fallen proportionally. However, in reality, 
violent crime in the United States has soared over the long-term. 
Since 1964, the nation’s crime rate has increased by as much as 
350%. In 2007 alone, for example, over 11 million crimes were 
reported.5 At the end of 2009, approximately 7.2 million people 
in the United States were on probation, in prison, or on parole.6 
As a consequence of this meteoric rise in criminal offenders, 
state correctional facilities are bursting at the seams, which has 
even resulted in the release of prisoners back onto the streets.7 
Recently, the Supreme Court, in Brown v. Plata,8 ordered 
California to release 46,000 convicted criminals based on the 
prison system’s inability to provide adequate physical health 
treatment. Today, approximately one in every 32 Americans is 
subject to the criminal justice system.9

To put all this in relevant perspective, a recent Justice 
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Department study conducted over ten years in the most 
populous counties discovered that the majority of those 
committing violent felonies had multiple prior arrests and 
at least one prior felony arrest.10 More specifically, the report 
found that an estimated 70% of violent felons in the 75 largest 
counties previously had been arrested, and 57% had at least 
one prior arrest for a felony.11 Similarly, another recent Justice 
Department report found that nearly half of the inmates in 
local jails were on probation or parole at the time of their arrest; 
40% had served three or more prior sentences of incarceration 
or probation; and 40% had a current or prior violent felony 
offense.12 More than half of these inmates reported having a 
pre-existing criminal justice status at the time of arrest.13

Hence, the data have been mounting for quite some time 
that recidivist offenders are responsible for the majority of 
criminal acts in America. In a study by the Justice Department’s 
Bureau of Justice Statistics, which tracked recidivism of released 
prisoners throughout the United States, approximately seven 
out of ten released inmates committed at least one serious new 
crime within the following three years.14 Within those same 
three years, 52% of the former inmates were back in prison 
either because of a new offense or because of a violation of release 
conditions.15 Among those with at least three prior arrests, 55% 
were re-arrested. Among the more serious repeat offenders, i.e., 
those having at least fifteen prior arrests, a whopping 82% were 
re-arrested within the same three-year period,16 and this figure 
does not even take into account any crimes the former inmates 
committed for which they were never caught.

Clearly, the nation’s criminal justice system was in a 
state of crisis before the economic downturn and skyrocketing 
unemployment witnessed in 2011. Police departments and 
prisons have been overwhelmed. In fact, the prisons themselves 
have become learning centers for better crime, not to mention 
the hardening of criminals that undeniably occurs. A new 
program, requiring extended GPS monitoring of the very 
group of criminals statistically responsible for the majority of 
crime, might offer the long-awaited solution. What if cutting 
the crime rate in half was merely as simple as wrapping GPS 
bracelets on the ankles of all the recidivist criminals? Would the 
device alter their behavior? Would it stop them from harming 
more victims?

II. The Current State of Electronic Offender 
Monitoring

Electronic monitoring is employed by courts and 
corrections departments to track the movement and location of 
criminal offenders for a wide variety of purposes. In its infancy, 
electronic monitoring, at least by today’s standards, was fairly 
simple—a monitoring device was connected to a telephone line 
which alerted officials if the offender left his home. This form of 
supervising technology was used first in Florida during the mid-
1980s as a part of a house arrest program.17 Specifically, a device 
worn by the offender emitted a coded signal to a monitoring 
unit in the residence, which could dial officers over the phone 
line. In most instances, the device worn by the offender was 
an ankle bracelet transmitter. First-generation units relied on a 
radio-frequency (“RF”) transmitter that sent the signal to the 

receiving unit. If an offender moved outside of a permissible 
range, the authorities would be notified. By 1990, some sort 
of home confinement with electronic monitoring was in place 
in all fifty states.18

While first-generation devices relied on RF technology, 
second-generation devices began employing GPS technology. 
Unlike the earlier systems, GPS devices are capable of tracking 
all of an offender’s movements, both in and outside the home. In 
fact, commercial GPS technology is so accurate that systems can 
locate an offender anywhere on land or sea within a margin of 
error of about six feet. As the technology continues to advance, 
the transmitters undoubtedly will become even smaller and 
easier to manage and use.

GPS monitoring may be either passive or active. In a 
passive system, the transmitter communicates with a series 
of global positioning satellites (hence “GPS”) to map out the 
person’s movements. Then, once or twice a day, for example, 
the information is transferred into a computer where the 
offender’s tracking data is stored for later use.19 In an active 
system, however, the offender’s location is monitored in real 
time through a continuous signal, and the transmission rate can 
be adjusted by seconds or minutes. If an offender were to enter 
or leave a restricted zone, for example, the monitoring station 
would be instantly notified of his then-current location.

Today, more than 120 federal, state, county, and local 
law enforcement organizations have implemented GPS systems 
(many pilot programs) to track offenders short-term who are on 
pretrial supervision, serving terms of probation or parole, or as 
an alternative to jail.20 The technology is being used to track gang 
members on supervised release, parolees convicted of certain 
kinds of burglaries, immigrants who are awaiting hearings,21 
and persons convicted of domestic violence. Accordingly, 
jurisdictions have found ways to leverage GPS technology to 
create a wide range of structured offender monitoring programs 
for various types of needs. As one example, a Massachusetts law 
grants authority to judges to require domestic abusers to wear 
GPS transmitters where they have violated restraining orders 
and been determined to be dangerous after undergoing an 
assessment.22 The movements of these offenders are monitored 
by several centers. If an offender crosses an “exclusion zone” 
mapped digitally around the victim or her children, the police 
are instantly notified.23 In fact, the use of GPS to reign in 
domestic abusers appears to be catching on. Twelve other states 
have passed similar legislation, and, as a result, about 5000 
domestic abuse offenders are being tracked nationwide.24

However, “[t]he greatest use by corrections agencies of the 
[GPS] technology has been in tracking sex offenders, mostly to 
keep these offenders away from areas such as schools or near the 
homes of a previous victims.”25 At least seventeen states have 
laws enabling some form of electronic tracking for sex offenders 
on supervised release,26 and some states impose a lifetime 
monitoring requirement on certain types of these offenders.27 
Hence, while the majority of other programs generally employ 
monitoring for limited durations of no more than a few months, 
far longer terms are being imposed in sex offender cases by 
legislatures and judges. For example, a Florida statute entitled 
Jessica’s Act requires that persons convicted of sexual offenses 
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against children under the age of twelve be subject to lifetime 
electronic monitoring, and Pennsylvania and California have 
followed suit with similar laws.28 

Reducing Recidivism

Several years ago, a pilot program was initiated in Bergen, 
Illinois, whereby sex offenders were placed on continuous GPS 
monitoring. Significantly, only one offender was charged with 
a new sex crime while under electronic supervision,29 and less 
than ten percent were caught committing other non-sex related 
crimes such as tampering with the equipment or violating the 
GPS statute. A report issued by the program found that “GPS 
monitoring appears to encourage these high-risk offenders to 
control their behavior, and avoid situations that would inspire 
new crimes.”30

A shining example of the GPS monitoring platform in the 
high-risk category can be found in Washington, D.C., with the 
Court Services and Offenders Supervision Agency (“CSOSA”), 
which was created by Congress in 1997 to improve public 
safety in the district through effective community supervision 
of criminal offenders.31 Over the past decade, CSOSA has been 
using GPS devices to monitor largely high-risk offenders on a 
selective basis. Offenders are assessed with risk-screening tools 
that effectively predict recidivism and the probability of negative 
outcomes for those seeking admission into the monitoring 
program, an alternative to incarceration. For example, as 
part of the screening process, CSOSA collects information 
on criminal history, drug use, mental status, and instances of 
past violence. The stated objectives of the CSOSA program 
include: (1) ensuring that offenders meet appointments and 
otherwise comply with program requirements, (2) enforcing 
domestic violence exclusion areas, (3) restricting the movement 
of offenders within or without certain geographic locations, and 
(4) assisting law enforcement officials in solving crimes. With 
regard to solving crimes, CSOSA cooperates with the police to 
coordinate data with crime-scene locations for the purpose of 
developing leads and apprehending those responsible. CSOSA 
does not monitor offenders for extended periods of time; most 
are monitored for no more than several months. Even with such 
short durations, CSOSA has witnessed an increased rate of 
success in offender reentry with fewer instances of recidivism.

Recently, the use of GPS has been expanded to targeting 
violent and repeat offenders, largely for the purpose of 
monitoring them to ensure they follow conditions of release 
before trial. In 2007, the Charlotte-Mecklenburg Police 
Department began operating a GPS-based monitoring 
program targeting certain offenders, requiring them to wear 
GPS transmitters as a condition of pre-trial release for certain 
categories of serious criminal offenses.32 The program also 
employed a crime-scene correlation feature which allowed 
officers to quickly identify re-offenders and return them to jail, 
which reduced the likelihood of others engaging in repetitive 
criminal behavior. The program’s results were stunning: 88% of 
the offenders in the program did not commit a crime or have 
their bond revoked while being monitored.33 Monitoring these 
serious criminals with GPS locators effectively neutralized nearly 
nine out of ten of them.

In fact, there is now a consensus among professionals 

that electronic monitoring is not only effective in reducing the 
costs of incarceration, but also in reducing recidivism among 
the offenders released.34 In the juvenile setting, for example, 
“one study revealed a 3% recidivism rate for electronically 
monitored home detention cases.”35 In September 2011, the 
Justice Department weighed in, concluding that electronic 
monitoring reduces recidivism.36

III. Extended GPS Monitoring of Recidivists Combined 
with Crime-Scene Correlation and Community-

Oriented Behavioral Modification Techniques

None of the GPS monitoring programs in use today 
appears to have been engineered, from the ground up, for the 
central purpose of intentionally reducing victim crime as a 
whole. Why not take a quantum leap forward and launch such 
a GPS-based model that is strategically and comprehensively 
designed to neutralize the population of recidivists who are 
responsible for the majority of crime? If recidivist offenders as 
an entire class were technologically “blocked” from engaging 
in criminal behavior, would not crime rates plummet 
correspondingly? What would such a program look like? What 
would it require? Would it be feasible? Would it be successful? 
Would its application be legal? Constitutional?

A threshold question would be how to define the term 
“recidivist” for purposes of the program. While recognizing 
that no single definition in the criminal justice system exists, 
the likely answer would be in the broadest sense possible, 
consistent with constitutional principles of due process and 
established definitions adopted by the Department of Justice 
and state corrections agencies. Of course, the broader the term, 
the more sweeping the net, and, for the program to reach its 
greatest potential, that net must capture the largest number 
of recidivists as possible who are statistically responsible for 
most crime. Otherwise, the program’s effect would have less 
impact on the incidence and prevalence of crime. Whatever 
the definition’s final scope, inclusion of qualifying offenders 
would be based on objective criteria following a personalized 
assessment process comparable to the one currently employed 
by CSOSA in Washington, D.C.

This personalized assessment process likely would include 
screening for mental function and anti-social behavior, and it 
might also examine the individual’s needs, strengths, health, 
and disabilities, as well as an assessment of anticipated risk 
through other screening tools capable of predicting future 
criminal behavior. Based on the assessments and the offender’s 
prior criminal record, a determination would be made by 
professionals administering this new program as to whether 
to classify the offender as a recidivist or not. If designated as 
a recidivist, the offender would be required to wear a GPS 
transmitter, either through judicial order, voluntary agreement, 
or legislative mandate, when not incarcerated for reasons of 
(or as a condition of ) bond, probation, supervision, or prison 
overcrowding. The GPS device would monitor the recidivist’s 
precise location in real time, record the data for future use as 
evidence in court, and would alert the police instantly if an 
exclusion or “hot” zone (if appropriate) were violated or if the 
recidivist committed a violation or crime (via the enhanced 
crime-scene correlation infrastructure).
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The program would require an offender classified as a 
recidivist to be monitored with GPS for an extended period of 
time, possibly up to three to five years, or longer, depending 
on his underlying criminal history, the recidivist’s personalized 
assessment, and/or the post-release conditions imposed by 
a judge. Therefore, the monitoring under this new program 
would occur during the pre-trial, post-trial, and post-sentence 
release settings, including during terms of probation and 
supervised release. In fact, the enabling legislation could even 
limit or entirely remove discretion from the judges so that GPS 
monitoring would be mandated. The required monitoring in 
this model would not serve, in most instances, as a substitute 
for prison. GPS tracking still would be required for recidivists 
notwithstanding the length of the prison sentence they might 
actually serve. For example, a repeat felon might serve a sentence 
of seven years in prison and then be placed on GPS monitoring 
for several years after his release.

Additionally, state-of-the-art crime-scene correlation 
technology would be employed, setting new standards 
for its infrastructure, technologies, and methods by: (1) 
introducing regional or central monitoring, (2) implementing 
real time links between GPS monitoring systems and crime-
scene time and location data, and (3) infusing the local law 
enforcement authorities into the GPS monitoring process. 
Under such a comprehensive GPS/crime-scene correlation 
model, the local police would work side by side with the GPS 
monitoring vendors to achieve greater crime-scene correlation 
impact. Hence, computer cross-referencing would be nearly 
instantaneous, which would allow law enforcement to quickly 
identify or eliminate suspects and increase the likelihood of 
apprehending the offender.

Community-oriented behavioral modification techniques, 
including the “restorative justice” method, would be integrated 
into the new GPS recidivist monitoring scheme as well. Thus, 
the recidivist also would participate in a mandated restorative 
justice program, which permits the victim and the community 
to have an active role in addressing the recidivist with the goal 
of having him or her accept responsibility and see and feel the 
personal impact that his or her criminal conduct has had on 
the life of the respective victim. The restorative justice aspect 
of the new program would focus on the needs of victims and 
offenders, rather than the need to satisfy abstract principles of 
law or exact punishment.

Many jurisdictions are facing budget cuts requiring the 
release of prisoners as prison populations continue to increase, 
resulting in compromised public safety. Further, corrections 
agencies are required to supervise more and more offenders 
with dwindling resources. This new model employing active 
GPS monitoring provides help by employing cost-effective 
technologies that will allow supervising officers to monitor 
more people than they would be capable of monitoring 
otherwise due to cuts in budgets and resources. For example, 
the Napa County Board of Corrections recently adopted a 
GPS program, noting that the program cost only $15 a day per 
offender compared to the $109 a day cost to keep an offender 
in jail.37 Hence, electronic monitoring, when used in lieu of 
incarceration, is substantially less expensive—about six times 
less than imprisonment.38

Of course, GPS systems do have some noteworthy 
disadvantages. The devices are not infallible, and they may 
not always work when the offender is inside a structure or in 
an area surrounded by tall trees or buildings. The devices are 
expensive to replace if broken or lost. A percentage of those 
being monitored also will tamper with or remove their devices, 
forcing manufacturers to find ways to defeat tampering intended 
to interfere with the satellite signal. Finally, there are looming 
legal concerns. Undoubtedly, constitutional challenges will be 
mounted against such a comprehensive strategy if launched as 
a pilot program in a city near you.

IV. The Legal Landscape

Electronic monitoring technologies have advanced so 
rapidly over the decades that the courts have had a difficult 
time keeping pace. Electronic GPS tracking and its evolving 
applications, particularly the long-term monitoring of certain 
kinds of criminals (for example, sex offenders and recidivists) 
raise a number of constitutional issues and concerns, including 
issues under the Fourth Amendment, which some have claimed 
prevents the government from invading an individual’s privacy 
with today’s high-tech GPS surveillance. 39 Just recently, in 
fact, the Supreme Court scheduled arguments in United States 
v. Jones40 before year’s end on the question of whether police 
need a search warrant to track a suspect with GPS in public 
spaces over an extended period of time. Although the facts of 
Jones relate to warrantless police surveillance, as opposed to a 
legislatively-created offender monitoring program, the potential 
nevertheless exists that the decision will impact statutorily-
mandated tracking of offenders with GPS devices, particularly 
for lengthy periods of time or life terms, as is required for many 
sex offenders.

Evolution of the Law: The Fourth Amendment and Privacy 
Rights

Long before states or the federal government ever thought 
of requiring sex offenders, much less recidivists, to wear GPS-
like devices for electronic monitoring purposes, the Supreme 
Court examined the constitutionality of warrantless tracking of 
suspects with “beepers,” a pre-GPS device using ground-based 
location-finding technology. The Supreme Court in United 
States v. Knotts41 held that the warrantless use of beepers to 
track a suspect over public roads is not a search within the 
meaning of the Fourth Amendment and, therefore, did not 
implicate a fundamental right. The Court reasoned that the 
defendant had no reasonable expectation of privacy on public 
highways. The Supreme Court in United States v. Karo42 further 
held, contemporaneously with Knotts, that the constitutionality 
of a warrantless beeper, however, depends on the kind of 
information the device reveals. Surveillance that reveals the 
beeper’s location in a public place does not require a warrant; 
however, surveillance that reveals the person’s location inside 
private property does.43 

To reiterate, both Knotts and Karo focused on the nature 
of the information collected rather than the kind of technology 
employed. This approach has proven so far to be adaptable to 
the rapid evolution in electronic tracking technologies. Based 
on Knotts and Karo, whether tracking data is collected by a 
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beeper or a GPS device should not affect the constitutionality 
of the surveillance. “[I]t is the exploitation [through the nature 
of the information collected] of technological advances that 
implicates the Fourth Amendment, not their mere existence.”44 
Notwithstanding this statement, Justice Rehnquist, who wrote 
the majority opinion in Knotts, was insightful enough to leave 
the door open to the possibility of having to curtail more 
intrusive surveillance methods in the future as technologies 
advance. Thus, the Court expressed reservation with using 
beeper technology to conduct what might amount to “dragnet-
type law enforcement.”45

Since Karo and Knotts, courts generally have upheld 
warrantless GPS monitoring of a vehicle moving in public 
space.46 However, a question remaining is whether long-term 
surveillance is permissible, particularly with the capability 
of GPS systems to continuously map a person’s movements. 
Whether this intrusive ability implicates Knotts “dragnet-
type” concerns is an exceedingly legitimate question as GPS 
surveillance is certainly more intrusive than older technologies 
because it can reveal far more intimate details concerning a 
person’s life: the doctors they visit, how often they gamble, 
which political rallies they prefer to attend, etc. Moreover, the 
longer the term of monitoring, the more details and patterns 
in a person’s life begin to emerge.

The constitutionality of long-term GPS tracking is the 
precise subject matter under review by the Supreme Court 
in Jones, albeit in a warrantless and non-statutorily enabled 
program context. The case, due to be decided in early 2012, 
stems from the district court’s decision in United States v. 
Maynard,47 which held that individuals have a reasonable 
expectation of privacy in the totality of their movements over 
a lengthy period of time, even if they don’t have a reasonable 
expectation of privacy in a single movement from one point 
to another.48 On appeal, Jones argued that the GPS device 
violated his reasonable expectation of privacy per Katz v. United 
States,49 and was thus a search within the meaning of the Fourth 
Amendment. The D.C. Circuit split with other circuits50 that 
had approved long-term GPS surveillance per Knotts. The 
D.C. Circuit held that Knotts does not govern and that the 
use of the GPS device constituted “a search because it defeated 
Jones’ reasonable expectation of privacy.”51 In distinguishing 
Knotts, the D.C. Circuit concluded that round-the-clock use 
of a GPS transmitter without a warrant violated the Fourth 
Amendment. The Court reasoned that prolonged monitoring 
was not covered by Knotts because of the intrusive nature, 
specifically the enhanced ability to learn private details about 
an individual’s life.

In Katz,52 the Supreme Court established that an 
individual has a right against unreasonable search and seizure in 
areas where he has “exhibited an actual (subjective) expectation 
of privacy,” and that expectation is “one that society is prepared 
to recognize as reasonable.”53 “The Court also has held that the 
government violates that right when, without a warrant, it uses 
various kinds of technology to gain information about acts 
within such a constitutionally protected space.”54

Although the Supreme Court’s ruling in Jones likely will 
be limited to warrantless tracking in public spaces of police 
suspects, it might nonetheless impact statutorily-created 

GPS programs under the Fourth Amendment because of the 
requirement for offenders to wear the device continuously, 
including in protected areas. Will the Supreme Court draw 
a line of distinction between warrantless police tracking and 
GPS tracking statutes?

In addition to the Fourth Amendment, statutorily-
created GPS programs for the purpose of tracking criminally-
charged and/or convicted offenders raise a number of other 
constitutional issues, including the Ex Post Facto Clause 
together with procedural and substantive due process rights 
affecting cognizable fundamental rights or liberty interests. The 
most prevalent GPS statutory regimes, which are those involving 
sex offenders, have been challenged in the courts based on a 
variety of grounds, including the Fourth Amendment, double 
jeopardy, cruel and unusual punishment, invasion of privacy, 
the Ex Post Facto Clause, and equal protection, as well as 
substantive and procedural due process.

Procedural Due Process

Arguably, the most likely procedural vehicle for challenging 
a technological restraint, such as continuous GPS monitoring, 
falls within the constitutional rubric of procedural due process,55 
which must be afforded to persons throughout the criminal 
process, including during the conviction and sentencing 
phases.56 No state shall “deprive any person of life, liberty, or 
property, without due process of law . . . .”57 In order to implicate 
due process, however, the state must act in some manner that 
deprives a person of a “liberty” or a “property interest.”58 The 
Supreme Court has acknowledged that the concept of “liberty” 
is not limited to mere freedom from bodily restraint,59 although 
physical restraint (e.g., prison) undeniably is the most elemental 
of all restraints on liberty interests. However, beyond that, the 
concept of liberty rights remains somewhat foggy.

In the context of GPS monitoring, courts generally have 
looked to whether the monitoring serves to deprive an offender 
of a protected liberty interest, such as the freedom to move.60 In 
a recent North Carolina case,61 a state court of appeal concluded 
that the state’s requirement that offenders enroll in a GPS 
monitoring program violated due process by unconstitutionally 
infringing on the offender’s protected liberty interest in having 
freedom to move. The state GPS program required constant, 
continuous surveillance through a permanently-installed GPS 
device that tracked offenders in real time.

Notwithstanding the North Carolina decision, GPS 
programs largely have withstood most procedural due process 
challenges.62 The arguments in favor of due process compliance 
are varied. Obviously, a small GPS device strapped on an ankle 
presents no significant deprivation of liberty in and of itself and, 
as discomfiting as one may be in the early stages, over time, the 
device will feel less intrusive to the person wearing it. A GPS 
device imposes no physical harm to speak of, and, therefore, 
is unlikely to be evaluated as punitive. Wearing a GPS device 
does not impede travel in the slightest degree. In fact, GPS 
tracking is just a more cost-effective and efficient means of doing 
something already held to be constitutional—the imposition 
of lengthy terms of supervision and probation. Accordingly, to 
the extent that prolonged GPS tracking of recidivist offenders 
likely does not violate a cognizable “liberty interest” and, thus, 
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implicate a procedural due process violation, there is even less of 
a probability of violating a substantive due process interest.

Substantive Due Process

Substantive due process, according to the Supreme Court, 
is implicated when the government acts in a manner that 
affects an individual’s fundamental right,63 such as the right 
to have children, the right to travel, and the right to be free of 
physical restraint.64 If a law encroaches on a fundamental liberty 
interest, the courts apply a “strict scrutiny” analysis that seeks to 
determine whether the intrusion is “narrowly tailored to serve 
a compelling state interest.”65 Hence, strict scrutiny looks to 
whether the legislation (1) serves a compelling state interest, 
and (2) is narrowly tailored to achieve that interest.66

In the event that a fundamental right is not found to be 
implicated by the new GPS program, the test is then whether the 
statutory scheme is “rationally related to legitimate government 
interests.”67 In fact, this lesser standard would probably be 
applied because GPS tracking of recidivist “street” and violent 
criminals likely does not implicate a fundamental right. “The 
rational basis standard is ‘highly deferential’ and [courts] hold 
legislative acts unconstitutional under a rational basis standard 
in only the most exceptional circumstances.”68 GPS tracking of 
the very subset of criminals responsible for the majority of crime 
would likely pass the rational-basis test because the monitoring 
would be rationally related to the legitimate government interest 
of protecting the public from their continued criminal acts.

However, as stated above, in the event that a fundamental 
right were determined to be implicated, the constitutionality of 
the legislation would be evaluated under “strict scrutiny.” Under 
the first prong of the test, it could be argued that protecting 
the public from high-risk criminal offenders who are likely to 
re-offend is undeniably a compelling state interest. Protecting 
the public is one of the state’s highest orders of duty. It has long 
been a compelling interest of the state to protect its citizens 
from criminal activity. Under the second prong, GPS tracking 
of recidivist criminals could be narrowly tailored to achieve the 
state’s interest in protecting the public from further violence. 
Legislation implementing such a GPS program would have to 
be narrowly tailored to track only high-risk recidivists who have 
been properly screened based on an objectively-determined 
likelihood that the subjects will re-offend.

When the state’s interest in preventing crime is weighed 
with the new law’s anticipated effectiveness against the resulting 
intrusion into the recidivist criminal’s privacy rights, the GPS 
program likely will be upheld.69 In fact, a number of federal 
circuit courts have ruled that GPS tracking does not violate a 
defendant’s privacy.70 States clearly have a substantially strong 
interest in stopping violent crime and ending recidivism, and, 
based on the prior studies and GPS programs, there is clear 
evidence that subjecting the recidivist criminal population to 
long-term GPS monitoring will substantially reduce crime.

Ex Post Facto Clause

A GPS program of this magnitude and scope might also 
implicate the Ex Post Facto Clause, assuming the mandatory 
monitoring provision of the statute can be triggered by an 
offender’s prior conduct, such as arrests and convictions, or 

any other factors pre-dating the effective date of the enabling 
legislation. Following this line of inquiry, it is first critical to 
determine whether the legislation is intended to be criminal 
or civil (i.e., regulatory) in nature. However, even if a state 
labels a law as being a regulatory one, the Supreme Court can 
override that label if the monitoring scheme is “so punitive 
either in purpose or effect as to negate” any intent of creating 
a civil penalty.71

Courts will treat a law as “criminal” if it serves the purpose 
of either retribution or deterrence, both of which are primary 
objectives of punishment.72 Such a law would be ex post facto if 
it retroactively alters the punishment that the offender received 
at sentencing.73 If the legislature’s intent was for the GPS bracelet 
to be a civil or “regulatory” restraint, then courts examine 
whether the law is so punitive in effect that it is more properly 
characterized as punishment.74 In deciding whether a statute is 
“punitive” in effect and thus violative, a number of factors per 
Mendoza-Martinez75 are considered, including (1) whether the 
statute imposes “an affirmative disability or restraint” on the 
offender, (2) whether the statute seeks to promote retribution 
or deterrence, and (3) whether “it has historically been regarded 
as a punishment,” together with a number of other relevant 
factors.76 The “ultimate question always remains whether the 
punitive effects of the law are so severe as to constitute the 
‘clearest proof ’ that a statute intended by the legislature to be 
nonpunitive and regulatory should nonetheless be deemed to 
impose ex post facto punishment.”77

When analyzing whether an electronic monitoring statute 
violates the Ex Post Facto Clause, courts often look to the 
Supreme Court’s decision in Smith v. Doe,78 which involved a sex 
offender registration act that required offenders to register based 
on offenses committed prior to the law’s effective date. Most 
courts analyzing continuous GPS monitoring of sex offenders 
under the Ex Post Facto Clause have found no violation,79 
regardless of the fact that the monitoring laws did not exist 
at the time of the predicate sex crimes. There was no finding 
that the monitoring law increased the punishment received. 
However, the issue remains somewhat unsettled. In the recent 
case Commonwealth v. Cory, for example, the Massachusetts 
Supreme Court distinguished Smith, finding that it only applies 
to registration laws, not to a statute requiring constant electronic 
GPS monitoring of sex offenders, and found the Massachusetts 
statute to be punitive in effect.80 The Cory court stressed that 
continuous GPS surveillance during probation or supervised 
release imposed more restraints and burden on sex offenders 
than registration alone.

In 2007, the Sixth Circuit took up the constitutionality 
of a sex offender monitoring law intended to reduce recidivism 
in Tennessee. The program required offenders to wear a GPS 
bracelet twenty-four hours a day and be subjected to continuous 
surveillance. Similar to other states enacting measures to rein 
in sex offenders, the law applied even with regard to sentences 
the offenders received prior to the effective date of the law, 
opening the door to an ex post facto challenge. However, the 
Sixth Circuit found no constitutional infirmities and held 
that the Act did not violate the Ex Post Facto Clause.81 In 
reaching this conclusion, the court followed Smith and found 
that the legislature intended the law to be civil, concluding 
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that monitoring sex offenders with GPS locating devices is 
not punitive. Applying the Mendoza-Martinez factors, the 
court reasoned that the monitoring restrictions did not impose 
an affirmative disability and did not result in additional 
incarceration (and hence was nonpunitive). According to the 
court, the deferential intent of the Act alone was not enough to 
overcome the other factors weighing in favor of the state, and 
the legislature’s goals were rationally related to a nonpunitive 
purpose.82

The controversy continues, however, as only this year a 
New Jersey appellate court ruled that requiring a sex offender, 
convicted two decades earlier, to wear a GPS device pursuant to 
a new monitoring law violated the Ex Post Facto Clause. Even 
though it determined that the legislature’s intent was civil, the 
court concluded that the law was so punitive in effect that it 
violated the Constitution.83

Notwithstanding the New Jersey case, a comprehensive 
GPS program targeting recidivists likely will survive challenges 
under the Ex Post Facto Clause. Although permanently wearing 
a GPS ankle bracelet might be cumbersome and, arguably, an 
affirmative disability, it also can be considered to be a mere 
nuisance that is relatively minor and employed not for the 
purposes of punishment. The GPS device would in no way serve 
to physically restrain a recidivist in the program, who, except 
for selected exclusion zones that might be appropriate on a 
case-by-case basis, would be free to travel anywhere. Other than 
exclusion zones designated to protect victims, the only physical 
restraint presented by the GPS device would be that of not 
committing other crimes. Hence, the monitoring of recidivists 
would effectively promote deterrence, and any burden on the 
offender would be far outweighed by society’s interests in not 
only preventing crime, but dramatically reducing the incidence 
and prevalence of both violent and non-violent victim crimes. 
Where, as here, there would be a rational connection to a non-
punitive purpose, and, in most instances, lifetime monitoring 
probably would not be required, numerous courts have already 
upheld similar laws in the context of sex offender statutes.
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